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Introduction

Access to information held by the state can be seen as a fundamental right of the individual and a crucial component of democracy.
 It allows the public to be aware of governmental decisions which can impact the environment and individual lives. Access to information also allows the public to participate in criticizing and thereby improving governmental decision-making, which ultimately can help to prevent harmful activities which can cause significant damage to the health of people and the environment.
 

This Memo identifies and highlights best practices in relation to access to information, along with some examples of the failures of access to information.  This Memo explores these practices in the following areas:
1)
The extent of the right of access to information 
2)
The extent of restrictions on access to information 
3)
The procedures for obtaining information from governmental agencies 
4)
The remedies for violating the right of access to information 

The Memo will start by providing some background and history to the issue.  It will then analyze this information, identify problems and best practices, and provide conclusions and recommendations. 
This memorandum contends that access to information must include these key principles:

· Maximum disclosure and transparency of governmental files should exist; 

· Any exceptions for access should be narrowly drawn, with only limited and justifiable exemptions;
· Information should be provided free of charge or at reasonable costs;
· Administrative or judicial remedies should be available.
Background – A Fundamental Right
Various international human rights legal instruments and declarations recognize a right to information, either explicitly or implicitly through interpretation. In addition, there exist special recognitions with regard to a right to environmental information.  

a.
International legal instruments and supportive declarations
In many instances, the right to information is embedded in the right of freedom of expression.  The Universal Declaration of Human Rights (UDHR) (1948) proclaims in Article 19 the right to freedom of opinion and expression. This right includes the “freedom to seek, receive and impart information and ideas through any media and regardless of frontiers.”  
The International Covenant on Civil and Political Rights (ICCPR) (1966) guarantees the right to freedom of opinion and expression, also at Article 19, in a formulation very similar to that of the UDHR.
On a regional level, the European Convention for the Protection of Human Rights and Fundamental Freedoms (1950) provides in Article 10: “Everyone has the right to freedom of expression. This right shall include freedom… to receive and impart information and ideas without interference by public authority and regardless of frontiers.”
The American Convention on Human Rights (1969) in Article 13 contains an identical provision. 
The African Charter of Human and Peoples’ Rights (1981) in Article 9 states: 

1.
Every individual shall have the right to receive information. 

2.
Every individual shall have the right to express and disseminate his opinions within the law.
One possible interpretation of these provisions regarding the “right to receive” information is that a government may not block someone from receiving information from a willing provider, but that there is no specific duty on the part of government (public authorities) to be a provider of information.  However, that narrow interpretation was rejected in 2006 by the Inter-American Court of Human Rights under the American Convention on Human Rights in the Claude Reyes v. Chile case. The Court interpreted Article 13 of the American Convention as follows:

In respect of the facts of the present case, the Court considers that Article 13 of the

Convention, in guaranteeing expressly the rights to “seek” and “receive” “information,” protects the right of every person to request access to the information under the control of the State, with the exceptions recognised under the regime of restrictions in the Convention. Consequently, the said article encompasses the right of individuals to receive the said information and the positive obligation of the State to provide it, in such form that the person can have access in order to know the information or receive a motivated answer when for a reason recognised by the Convention, the State may limit the access to it in the particular case. The information should be provided without the need to prove direct interest or personal involvement in order to obtain it, except in cases in which a legitimate restriction is applied (para. 77, emphasis added).
The Court unanimously held that the respondent State, Chile, had breached the right to freedom of expression guaranteed by Article 13 of the ACHR and required Chile not only to provide information to victims and compensate them but also to publish the judgment, to adopt the necessary measures through national legislation to give effect to the right to information, and even to provide training to public officials on this issue.  In several countries, including Korea, India, Japan, Pakistan, Israel, and France, the constitutional right of freedom of expression has similarly been interpreted by courts to encompass a right of access to information (Banisar 2006).  
The decision in the Claude Reyes case was preceded by a declaration in 2000 by the Inter-American Commission on Human Rights.  The Commission’s Inter-American Declaration of Principles on Freedom of Expression (2000) explicitly recognized as fundamental the right to information in the hands of governments: “Access to information held by the state is a fundamental right of every individual . . . States have obligations to guarantee the full exercise of this right . . . .” 

The African Commission on Human and Peoples’ Rights similarly adopted a Declaration of Principles on Freedom of Expression in Africa in October 2002. It was based on Article 9 of African Charter on Human and Peoples’ Rights, cited above, and stated: “Public bodies hold information not for themselves but as custodians of the public good and everyone has a right to access this information, subject only to clearly defined rules established by law.”
The United Nations Special Rapporteur on Freedom of Opinion and Expression, the Organization for Security and Cooperation in Europe (OSCE) Representative on Freedom of the Media, and the Organization of American States (OAS) Special Rapporteur on Freedom of Expression adopted a Joint Declaration (2004) defining the right to access to information:

The right to access information held by public authorities is a fundamental human right which should be given effect at the national level through comprehensive legislation (for example Freedom of Information Acts) based on the principle of maximum disclosure, establishing a presumption that all information is accessible subject only to a narrow system of exceptions. 
b.
Environmental agreements 

In the environmental field, several multilateral environmental agreements (MEAs) have included obligations of Parties to make information held by government accessible to members of the public (Shelton and Kiss 2005).  For example, Article 15(2)  of the Rotterdam Convention on the Prior Informed Consent Procedure for Certain Hazardous Chemicals and Pesticides in International Trade (1998) requires state Parties to ensure, “to the extent practicable” that the public has appropriate access to certain information on chemical handling, accident management, and alternatives.  Article 10(1) of the Convention on Persistent Organic Pollutants (2001) requires each Party to ensure that the public has access to public information.  Article 9 of the Convention on the Transboundary Effects of Industrial Accidents (1992) requires Parties to ensure that adequate information is given to the public in areas capable of being affected by an industrial accident arising out of a hazardous activity.  Article 6(a)(ii) of the 1992 United Nations Framework Convention on Climate Change requires state Parties to “promote and facilitate . . . public access to information on climate change and its effects.”  
Principle 10 of the Rio Declaration  (1992) laid the groundwork for access to information, public participation and access to justice in environmental matters.  Based on this principle several regional initiatives happened in different regions of the world. In Europe, the Caucasus, and Central Asia, the Aarhus Convention on Access to Information, Public Participation in Decision Making and Access to Justice in Environmental Matters (hereinafter, the Aarhus Convention) was developed, signed in 1998 and has been ratified by 41 countries.  According to former United Nations Secretary General Kofi Annan, the Aarhus Convention so far is “the most impressive elaboration of Principle 10” (Stec and Casey-Lefkowitz 2000).  The scope of the Aarhus Convention is regional, but its significance is global. It is open for all countries of the world to join.  Several declarations have been issued in other regions, although other regional conventions on environmental information have not been developed:
The Ministerial Declaration on Environmentally Sound and Sustainable Development in Asia and the Pacific (Bangkok, 16 October 1990), A/CONF.151/PC/38 para. 27, affirms "the right of individuals and non-governmental organizations to be informed of environmental problems relevant to them, to have the necessary access to information, and to participate in the formulation and implementation of decisions likely to affect their environment." The Arab Declaration on Environment and Development and Future Perspectives of September 1991 speaks of the right of individuals and non-governmental organizations to acquire information about environmental issues relevant to them. Arab Declaration on Environment and Development and Future Perspectives, adopted by the Arab Ministerial Conference on Environment and Development (Cairo, September 1991), A/46/632, cited in U.N. Doc E/CN.4/Sub.2/1992/7 (Shelton and Kiss 2005).
c.
International financial institutions

The right to information has been recognized by international financial institutions, such as multilateral development banks. In comparison with 1990 when no inter-governmental organization had recognized the right to information, now all of the multilateral development banks and a number of other international financial institutions have adopted information disclosure policies. In 1990, the right to information was seen predominantly as an administrative governance reform whereas today it is increasingly being seen as a fundamental human right (Mendel 2003).
d.
National level

The right to information has existed for a long time at the national level in some countries.  The oldest national legislation guaranteeing freedom of information was enacted in Sweden over 200 years ago.  “Public records laws” were first enacted at the state level in the United States in the 19th century.  The U.S. adopted a Freedom of Information Act for national government in 1966, with substantial amendments in 1974 and 1990, and recent amendments also in 2007.   
In recent years national legal norms guaranteeing “access to information” or “freedom of information” have become common throughout the world at the constitutional level. 
Over 80 countries have adopted a constitutional provision giving citizens a right to access information. The number of constitutions with these provisions has increased substantially in the past ten years. Most newly written constitutions from countries in transition, especially in Central and Eastern Europe and Latin America, include a right of access. In addition, a number of countries with older constitutions including Finland and Norway have recently amended their constitutions to specifically include a right of access to information. Typically, the rights give any citizen or person the right to demand information from government bodies. . . . In Central Asia, a number of countries include a right of access to information relating to “their rights and interests” (Banisar 2006).
Furthermore, seven of the constitutions in former Soviet countries “specifically indicate that information on issues regarding life and health and environmental protection should be open and accessible to all” (Richter 2008).  For example, a right to environmental information was elevated to the highest level in the 1996 Constitution of Ukraine. In addition to a general right to “collect” information in Article 34 of the Constitution, Article 50 declares: 
“Everyone is guaranteed the right of free access to information about the environmental situation, the quality of food and consumer goods, and also the right to disseminate such information. No one shall make such information secret.”
Most recently, on March 6, 2007, the Congress of Mexico adopted an amendment to Article 6 of the Constitution of Mexico (1917, as amended 2007) to include the right of free and unlimited access to government information in all braches of the government as a constitutional right. 
I.
All information in the possession of each authority, entity, or organ, whether state, municipal, or federal, is public and only can be kept temporarily, in the public interest, as designated by law.  In the interpretation of this right the principle of maximum publicity should prevail. . . .
III.
Every person, without the need to assert any interest or justify the utilization of information, will have free access to public information . . . .
In some countries wide access is provided in legislation, but that legislation is considered to rank at a constitutional level:


Some FOI laws have the level of a constitutional right . . . in Sweden the Freedom of the Press Act is one of the four fundamental laws that make up the Swedish Constitution. Any changes to it require a longer procedure over two Parliaments. Some countries have given the information laws a higher legal status. In Canada, the courts have said that the Access to Information Act is “quasi Constitutional.” In New Zealand, the Court of Appeals said in 1988 that “the permeating importance of the [Official Information] Act is such that it is entitled to be ranked as a constitutional measure” (Banisar 2006).
1.
The Right of Wide Access to Information
a.
Wide access as an international principle
In most regions of the world, best practice is considered to consist of a right of wide access to information (a right of access that is subject only to limited exceptions), in place of a previous practice in some countries that information should be presumed secret or confidential unless explicitly made available. 

The Inter-American Juridical Committee of the Organization of American States (OAS) has stated the best practice on access to information in these words:
In principle, all information is accessible. Access to information is a fundamental human right which establishes that everyone can access information from public bodies, subject only to a limited regime of exceptions in keeping with a democratic society and proportionate to the interest that justifies them (2008). (Emphasis added.)
This concept that all information is accessible unless a provision of law specifically exempts it from disclosure is also reflected in the Aarhus Convention (1998), which states a general rule in Article 4 that each Party to the Convention: 

shall ensure that, subject to the following paragraphs of this article, public authorities, in response to a request for environmental information, make such information available to the public . . . . (Emphasis added.)
The subsequent paragraphs of Article 4 list specific exceptions under which a public authority may refuse access.  As the Implementation Guide to the Aarhus Convention explains, “paragraphs 3 and 4 outline the only circumstances under which exceptions to the general rule apply” (Stec and Casey-Lefkowitz 2000).  Furthermore, paragraph 4 states that its exceptions “shall be interpreted in a restrictive way” and both paragraphs require public authorities to consider whether “the public interest served by disclosure” overrides even those limited exceptions (Aarhus Convention 1998, art. 4, para. 4).
Similarly, the African Commission on Human and Peoples’ Rights (2000) has interpreted the unadorned language in Article 9 of the African Charter on Human and Peoples’ Rights (1981) (“the right to receive information”) to mean that “everyone has a right to access . . . information [held by public bodies], subject only to clearly defined rules established by law.”
b.
The wide access principle in national legislation

The best practice regarding the wide access principle is contained in many countries’ national legislation.  The Mexican Federal Transparency and Access to Government Information Law (Transparency Law) passed in 2002 provides in its Article 6 that “the principle of publicity of information possessed by subjects compelled by the Law must be favored.”  At least one scholar has suggested: 
Mexico's Transparency Law should serve, in many respects, as a model transparency law for other Latin American states attempting to open governmental operations up to greater public scrutiny. . . . (Heyer 2006)
The law covers all branches of the government including the judicial branch that must make judicial rulings public. Information available for the public includes all governmental records. As mentioned before, a new amendment to the Constitution of Mexico (1917, as amended 2007) stated: “All information in the possession of each authority, entity, or organ, whether state, municipal, or federal, is public. . . . In the interpretation of this right the principle of maximum publicity should prevail.”
In Ukraine, as a result of the public outcry about the secrecy surrounding the explosion at the Chernobyl nuclear plant, the government subsequently adopted, as one of the first laws of independent Ukraine, the Law on Information (1992).  It provides a “guaranteed right to information; transparency, accessibility, and freedom of information exchange; unbiased and authentic information; complete and accurate information. . . .”  Legislative, executive, and judicial authorities, as well as governmental officials, are obliged to provide information.  Furthermore, the Constitution of Ukraine (1996) declares wide access to information: “Everyone is guaranteed the right of free access to information about the environmental situation. . . . No one shall make such information secret.”
The Freedom of Information Act (1966) in the United States provides in section 552(a)(3)(A) that “each agency . . . shall make [documents and other records] promptly available to any person,” subject only to carefully limited exemptions listed in section 552(b).  After years of litigation had taken place over whether various documents could be withheld under those exemptions, U.S. Attorney General Janet Reno, under the Clinton Administration, issued a Memorandum for Heads of Departments and Agencies (Reno 1993) stating, “The Department will no longer defend an agency's withholding of information merely because there is a ‘substantial legal basis’ for doing so.  Rather, in determining whether or not to defend a nondisclosure decision, we will apply a presumption of disclosure.”  Eight years later, the Bush Administration’s Attorney General, John Ashcroft, revoked that memorandum and its “presumption of disclosure,” issuing his own guidance, stating that the Justice Department would defend in court any federal agency that withheld information on legally justifiable grounds (Ashcroft 2001).  In December 2007 the U.S. Congress returned the U.S. to the presumption of disclosure when it passed the Openness Promotes Effectiveness in our National Government Act (OPEN Government Act of 2007), amending the Freedom of Information Act in various ways.  The legislation stated in its “Findings” section that:
the Freedom of Information Act establishes a “strong presumption in favor of disclosure” as noted by the United States Supreme Court in United States Department of State v. Ray (502 U.S. 164 (1991)), a presumption that applies to all agencies governed by that Act.

The new 2007 legislation further asserted that the American people possess a “fundamental ‘right to know.’”
c.
Access without having to state an interest
It is a best practice to allow any person to request and receive information – not only those who can prove that they have a special interest in the information. 

Under the Aarhus Convention, any person has the right of access to information.

Article 4, paragraph 1(a), of the Aarhus Convention requires that public authorities make information available to the public “without an interest having to be stated.” The Aarhus Compliance Committee
  encountered non-compliance with this provision in its first case.  The NGO Green Salvation requested from Kazatomprom (the National Atomic Company of Kazakhstan) information purporting to substantiate a proposal to import and dispose of foreign radioactive wastes.  This request was not answered. The Government of Kazakhstan stated that people requesting information generally have to explain why they want the information in accordance with existing practice in Kazakhstan (Kasibekov 2004).  However, Article 4, paragraph 1(a) of the Convention explicitly rules out making such justification as a requirement.  The Committee found that Kazakhstan was not in compliance with that article, but noted with appreciation that the Ministry of the Environment of Kazakhstan had signed a memo with the Organization for Security and Cooperation in Europe (OSCE), clearly stating that a request for information does not need to be justified (Compliance Committee 2005).
In the case Claude Reyes v. Chile (2006, para. 76) the Inter-American Court of Human Rights interpreted the American Convention on Human Rights to the same effect.
In a similar vein, at a national level, Mexico’s Federal Transparency and Access to Public Government Information Law states (2002, art. 40) that any person can require information without stating an interest or reason: “In no case will the delivery of information be conditioned upon a motive or justification for its use, or a demonstration of any particular interest in the information sought.”  In the United States, the Freedom of Information Act (1966, § 552(a)(3)(A)) simply states that each federal agency (national public authority) “upon any request for records . . . shall make the records promptly available to any person.”
d.
Right to obtain information from private parties
A best practice is to require that certain private entities, not only governmental bodies, must also provide certain kinds of information to the public.  

In the field of “active” access to information (where an affirmative duty exists to provide information, such as on the Internet, without waiting for any request), private enterprises have extensive duties to provide information on pollution emissions.  An entire international environmental agreement has been negotiated in Europe, the Caucasus, and Central Asia on this matter – the Kiev Protocol on Pollutant Release and Transfer Registers (2003).  Such requirements also exist at the level of the European Union—the European Pollutant Release and Transfer Register (PRTR) (2006)—and in numerous individual countries such as the United States, where the Emergency Planning & Community Right-to-Know Act (1986) creates what is called a Toxic Release Inventory.
 

In the field of “passive” access to information, at least two arguments have been made by companies that do not want information revealed: first, that the information is not in the possession of a public authority but of a private company and that private companies do not have the duty to respond to requests for information; second, that even if in the possession of a public authority, the information itself is not really of a public character and should be withheld by that authority. 

In the first situation, it must be asked whether a broad “right to receive information” (such as in national constitutions and various international instruments) means that private enterprises also have an obligation to provide information.  The best practice is shown in the Constitution of the Republic of South Africa (1996, art. 32), which clearly gives everyone the right of access not only to any information held by the state but also “any information that is held by another person and that is required for the exercise or protection of any rights.”  In other countries, a best practice would be to interpret the right broadly so as to apply it to private enterprises in at least some situations.
When the ostensibly private enterprise is actually a state (or parastatal) enterprise, different issues arise.  For example, Article 4 of the Aarhus Convention (1998) requires that “public authorities” make information available to the public. According to Article 2, paragraph 2(b), “public authority” means “Natural or legal persons performing public administrative functions under national law, including specific duties, activities or services in relation to the environment.”  In the Kazakh case, mentioned earlier, the Aarhus Compliance Committee (and ultimately the full Meeting of the Parties) decided that Kazatomprom was a “public authority” in the meaning of Article 2, paragraphs 2(b) and (c), because the company was a legal person performing administrative functions under Kazakh national law, including activities in relation to the environment, and performing public functions under the control of a public authority (Compliance Committee 2005).  
A similar argument was made by a company in Uganda, namely that a document belonged to a private company, but the argument was rejected on the ground that the company was owned by the government of Uganda (Greenwatch v. Uganda Electricity Transmission Company 2001).
Another argument made in some instances is that information does not really have a public character but is essentially the property of a private company.  This argument has been rejected in cases involving both the Aarhus Convention and the legislation of Uganda.  In a case concerning approval by the government of Ukraine of construction of a deep-water navigation canal, the Ministry of Environment refused to provide information on the EIA to a non-governmental organization on the ground that materials developed in the course of an EIA were the property of the developer.  The Aarhus Compliance Committee in its Findings stated that 

public authorities should possess information relevant to its functions, including that on which they base their decisions . . . and should make it available to the public, subject to exemptions specified in Article 4, paragraphs 3 and 4. The issue of ownership is not of relevance in this matter, as information is used in a decision-making by a public authority and should be provided to it for that purpose by the developer (Compliance Committee 2004).
In a similar vein, also reflecting best practice, a court decision in Uganda rejected an argument that a contract executed between a private company and a government body could be considered a private document.  The Minister of Energy and Mineral Development had signed an agreement on behalf of Government of the Republic of Uganda. The court said that because the Minister had signed the agreement in her official capacity, “It is therefore a public document” (Greenwatch v. Uganda Electricity Transmission Company 2001).
More generally, during the Third Meeting of the Parties of the Aarhus Convention Norway put a proposal to improve citizens’ rights to access to information from private companies, arguing that it works very well in Norway. However, the European Union did not accept the proposal and it died.

2.
Restrictions on Access to Information

a.
General rule
The best practice is to allow exemptions from access to information only if specifically stated in legislation and only if such legislative exemptions are narrowly drawn (allowing public authorities to exercise no discretion in defining the grounds for rejecting requests).  In addition, information on environmental impacts should never be exempt from disclosure.

Most countries do provide certain grounds for refusal of information requests.   As mentioned earlier, under the Aarhus Convention (1998, art. 4, para. 4(h)), the list of exemptions “shall be interpreted in a restrictive way, taking into account the public interest served by disclosure and taking into account whether the information requested relates to emissions into the environment . . .” The need for a restriction must be convincingly established, the restriction must protect a legitimate aim, and the basis must not be left to the discretion of a governmental official.
Various countries have various lists of exemptions.  For example, there are nine categories of discretionary exemptions in the United States’ Freedom of Information Act (FOIA) (1966): national security, internal agency rules, information protected by other statutes, business information, inter and intra-agency memos, personal privacy, law enforcement records, financial institutions and oil wells data.  There are also about 140 other statutes that allow for withholdings in the U.S.  
In some countries, certain kinds of information cannot be kept confidential at all.  For example, according to the Article 50 of the Constitution of Ukraine (1996), quoted above, “everyone is guaranteed the right of free access to information about the environmental situation . . . . No one shall make such information secret.”  In the same vein, the Law on State Secrets of the Russian Federation (1993) declares that information about the state of the environment, health and sanitary data is excluded from being designated as a state secret.

Similarly, the Aarhus Convention (1998, art. 4, para. 4(d)) states that even if some information obtained by a public authority from a private enterprise is exempt as a “commercial secret . . . information on emissions which is relevant for the protection of the environment shall be disclosed.” 

Subsequent paragraphs of this section of the memo will discuss various exemptions that are commonly included in access to information legislation and that are most likely to be of interest to those seeking to protect the environment.  

b.
International relations, national defense, public security, and state secrets
In most countries, if the release of requested information may adversely affect international relations, national defense, or public security, a public authority may refuse to provide information. Some countries go further and provide broad exemptions for “state secrets.” It is a best practice to determine a list of state secrets narrowly, as many countries do; some even exclude environmental information from that list. As mentioned previously, the Law on State Secrets of the Russian Federation (1993) declares that information about the state of the environment, health and sanitary data is excluded from being designated as a state secret.  
In some countries, the process for designation of information as a state secret is quite specific.  In Mexico, when information is deemed to be classified or confidential, a committee that is a special supervisory unit within all agencies and entities must be notified of this fact immediately, along with the reasons for classification, so that it may decide whether to confirm the classification and deny access to information or to revoke it and grant access (Mexican Federal Transparency Law 2002, art. 44).

As another example:
Hungary, like most other countries, exempts information defined as State secrets from public disclosure. It takes two steps to declare a piece of information a State secret.
· The class of information must be defined as a State secret in the annex to the Act on State Secrets and Official Secrets;

· The specific piece of information must be declared a State secret by a qualified senior executive (as defined in Hungarian law).
. . . The list of classified documents must also be published in the official State gazette and the Ombudsman must give a final opinion on the secrecy of the information (Stec and Casey-Lefkowitz 2000, p. 59).
The U.S. FOIA (1966, §§ 552(a)(6) and (b)(1)) does not have a broad “state secret” or “national defense” exemption; rather, its exemption is limited to information that is properly classified by authorities in advance as secret and that can be shown to a court to have been properly classified and that the court itself agrees is harmful to national security after inspecting the documents.  (This in camera inspection is discussed further in section 4(d) of this memorandum.)  

c.
Commercial secrets, “intellectual property”
Access to information laws commonly provide an exemption from disclosing information concerning trade secrets or confidential business or commercial information of private enterprises that happens to be in the hands of government.  Such exemptions should be narrowly drawn so that public authorities do not simply deny access to information every time that a business requests it to deny information.

According to Article 4, paragraph 4 (d), of the Aarhus Convention, a public authority may withhold information from the public on the basis of commercial confidentiality “in order to protect a legitimate economic interest.” To do so, a government must explicitly protect the confidentiality of commercial or industrial information in its national law.  The requirement that the “interest” of a private party in keeping information confidential be a “legitimate” one is an important limitation on this exemption.  Additionally, as mentioned earlier, the Aarhus Convention (art. 4, para. 4(h)) clearly states: “Within this framework, information on emissions which is relevant for the protection of the environment shall be disclosed” (emphasis added).

Many countries have commercial, trade, and official secret exceptions.  Some countries limit such exceptions, however. For example, section 114 of the Clean Air Act (1970) in the United States provides that information may be kept confidential if it would divulge a “trade secret” but conditions this as “other than emission data.”   Developers will sometimes claim that all information about their planned developments is secret, and foreign investors will sometimes make such an assertion.  
In the case Claude Reyes v. Chile (2006), the Inter-American Court of Human Rights ruled that financial information of a foreign investor had to be provided to members of the public who were concerned that the development project would harm the environment. The applicants alleged that the State’s improperly refused to provide them with information requested from Chile’s Foreign Investment Committee (FIC) concerning the forestry company Trillium and its Río Condor Project, a deforestation project that could be harmful for the environment and to the sustainable development of Chile.  The government argued that information in its hands provided by a foreign investor about a specific, planned investment was confidential. In its words, the FIC Vice Presidency “was very careful not to provide this information to third parties. . . . The significant expansion of many of the country’s productive sectors would not have been possible if FIC had not been prudent about how it managed the technical, financial and economic information relating to foreign investment projects. . . .”
The Court found Chile in violation of Article 13 of the American Convention on Human Rights—freedom of thought and expression and “freedom . . . to seek, receive . . . information.”  The Court decided that the State shall “within six months, provide the information requested by the victims. . . . The State shall adopt, within a reasonable time, the necessary measures to ensure the right of access to State-held information, pursuant to the general obligation to adopt provisions of domestic law established in Article 2 of the American Convention on Human Rights. . . . The State shall, within a reasonable time, provide training to public entities, authorities, and agents responsible for responding to requests for access to State-held information on the laws and regulations governing this right . . . ” (Claude Reyes v. Chile 2006).
Some developers and governments have asserted that documentation involved in environmental impact assessment (EIA) can be kept confidential as the intellectual property of a developer.  In a case involving alleged non-compliance by Romania, the Aarhus Compliance Committee found that “[by] exempting full EIA studies from public disclosure, Romania was not in compliance with Article 4, paragraph 1, in conjunction with Article 4, paragraph 4 . . . of the Convention. However, the Committee notes the information from the Party concerned to the effect that this situation has been remedied by the introduction of the new instructions with regard to availability of the EIA documentation” (Compliance Committee 2008, para. 33).  The Compliance Committee refused to recognize a general exemption of EIA studies from disclosure on the grounds of intellectual property rights both in this case and in a previous case involving the withholding of EIA information in Ukraine (Compliance Committee 2008, para. 31).

d.
Information in the course of completion and internal communications
Many information laws provide exemptions for material that is not yet finalized and also for internal communications.  By themselves, such exemptions pose the danger of “swallowing up” the entire passive access to information right.  (City of Garland v. Dallas Morning News  2000.) Much of the information that a requester wants may consist of factual material that has not been massaged by public relations officials into final form, or is “internal” in the sense that it has not been published by a public authority.  The best practice is to limit these exceptions, as many access to information laws do.  Unfortunately, one of the main international conventions fails to do a good job of limiting these exemptions. 

Article 4, paragraph 3(c), of the Aarhus Convention (1998) provides an exemption for draft materials or internal communications of public authorities.  Information may be withheld if:

The request concerns material in the course of completion or concerns internal communications of public authorities where such an exemption is provided for in national law or customary practice, taking into account the public interest served by disclosure. 

The Aarhus approach is not the best practice on this matter.  Best practice is not to have such a broadly worded exemption for either “material in the course of completion” or “internal communications.”  Such exemptions can too easily be invoked concerning important factual information to which the public should have access.  Such broadly worded exemptions do not exist, for example, under the U.S. FOIA.  There is no exemption for drafts, or documents in the process of completion.  Rather “Exemption 5” of the FOIA incorporates privileges applicable to civil discovery in litigation, and one of those privileges has been held by the courts to be narrowly restricted to documents that are actually part of the “deliberative process.”  Draft recommendations by staff members may be part of such a process, but “draft facts” may not be.  In Arthur Andersen & Co. v. I. R. S. (1982), a leading Court of Appeals in the U.S. said (quoting an earlier case), “Even if a document is a ‘draft of what will become a final document,’ the court must also ascertain ‘whether the document is deliberative in nature.’”  Later, in Dudman Communications Corp. v. Department of Air Force (1987), while allowing some draft information to be withheld, the court cautioned that “the agency will usually be able to excise [truly exempt] material from the draft document [that might reflect agency deliberations], and thus the agency will usually be able to release the material without disclosing any deliberative process. When the agency can take such steps, it may not withhold the information under Exemption 5.”  
Similar care has been taken by state supreme courts under U.S. state-level “public records” laws (state-level FOIAs).  Nearly 50 years ago in MacEwan v. Holm (1961), the Oregon Supreme Court ordered release of data collected by the State of Oregon’s State Board of Health on radioactive contamination of air and water due to fallout from atmospheric nuclear testing.  The Board of Health had denied access, in part on this ground: “The data involved is technical and must be interpreted to be of any value.”  The Court nonetheless ordered release of the “data, although informal.”  
e.
Public interest test

It is a best practice to have a public interest limitation on all exemptions to disclosure.  In the Aarhus Convention (1998), the public interest override to exemptions is contained at the end of the list of exemptions (Article 4, paragraph 4 (h)), thus making it apply to all governmental information and all exemptions.  This broad public interest override provides:
The aforementioned grounds for refusal shall be interpreted in a restrictive way, taking into account the public interest served by disclosure and taking into account whether the information requested relates to emissions into the environment (Art. 4, para. 4(h)).

The public interest served by disclosure should be weighed against the interests of non-disclosure on a case-by-case basis. If the public interest in disclosure of information is greater than the possibility of harm to a legitimate interest covered by an exemption, the exemption should not be invoked.  For example, during five days after the Chernobyl disaster information was not released to the public while school children took part in an open-air parade in Kyiv, the capital of Ukraine. Exposure to radioactive pollution caused widespread thyroid cancer in children. No matter what exemption a public authority might have thought appropriate (such as “state secrets”), information disclosure could have helped prevent grave consequences for people’s health and the environment.

3.
Procedures
It is important to have clear procedures and it is useful to have a special, independent body within the government for dealing with information requests. 


a.
General rule

In several cases in the Aarhus Compliance Committee’s jurisprudence a lack of clear procedure led to findings of failure to comply with the Convention (art. 4, paras. 1 and 2).  The Committee therefore made recommendations to establish clear procedures and transpose the Convention’s provisions into national law (Compliance Committee 2005a, para. 28(a); 2005b, paras. 39, 41(a); 2006, para. 44(a)). 

b.
Institutions
In many countries, as a best practice, a specific person within each department must be designated as responsible for responding to information requests.
The Mexican Federal Transparency Law (2002) provides that “all persons have access to information through simple and expeditious procedures.” It established a clear procedure for information requests and a special body within each ministry or governmental agency dealing with information requests and classifying and declassifying information.  It is a committee that consists of a civil servant, the head of the liaison section of certain ministry/agency, and the head of the internal oversight body.  
Another important institutional arrangement is that the law created a new independent administrative body—the Federal Institute for Access to Information (IFAI)—with the purpose of promoting access to information.  This body is in charge of monitoring and ensuring that information can be obtained from different governmental agencies in practice. It can override classification of information and has the power to approve or disapprove of any decisions by administrative bodies to extend classification beyond the twelve-year limit. IFAI also makes recommendations to agencies on how to improve their practice in access to information. IFAI serves as an appellate body if an information request is denied by an agency. Its decisions are final for governmental agencies. Private persons, however, can appeal IFAI decisions to the Mexican Federation's Judicial Branch.
A board of five commissioners heads the IFAI.  This board decides individual petitions and reports on the Transparency Law's implementation through, among other means, an annual report to Congress detailing statistics on information requests and observed difficulties in the implementation of the Law (Heyer 2006).
The commissioners are independent, being nominated by the President and approved by the Senate and prohibited from affiliation with political parties, associations and national political offices. They can be removed for “serious or repeated violations of the provisions found in the Constitution and in this Law, when their actions or failures to act affect the Institute's prerogatives, or when they have been convicted of a felony” (Art. 34).  The Transparency Law established IFAI’s independence as an institution by not being put under any authority, and by being provided with human and financial resources for its functions.
The Law provides that requests of information and responses to them must be published (Art. 47). In practice, this interesting innovation is conducted electronically though the System of Information Requests (SISI) to which a separate website has been dedicated for this activity.


c.
Time limits
In most countries, information has to be provided “as soon as possible and at the latest within one month after the request has been submitted . . . unless the volume and the complexity of the information justify an extension of this period up to two months” (Aarhus Convention 1998, art. 4, para. 2).  Similar provisions exist in the U.S. FOIA, the Law on Information of Ukraine, and other countries.  Article 53 of the Mexican Transparency Law (2002) provides that lack of response to a request within 20 days will be understood as an acceptance of the request.
According to the U.S. FOIA, government agencies must respond in 20 working days. However, there have been long delays in processing requests. 
In some instances, information is released only after years or decades. The General Accounting Agency found in 2002 that “backlogs of pending requests government wide are substantial and growing, indicating that agencies are falling behind in processing requests.”  A review by Associated Press in 2006 found that nearly all executive departments had increasing delays ranging from three months to over four years, national security-related agencies were releasing less information and 30 percent of departments had not submitted their annual reports on time.  The National Security Archive found that the oldest request on record was 17 years old.  Some agencies had improved their backlogs since a 2003 review by the Archive but many of the oldest requests pointed out in the review had still not been resolved. The review also found that there was an increase in withholding from 2003 to 2005, many agencies did not have adequate tracking systems, and many lost requests (Mendel 2003).
Best practice would be to impose a deadline not only for answering the request by saying that information would be provided or withheld, but also for actually providing the information, as is done in some countries.  Recently the U.S. amended its FOIA to require each federal agency to establish a system “to assign an individualized tracking number for each request received that will take longer than ten days to process” along with a log of expected time to complete action.  A person requesting documents will be able to monitor his or her request by telephone or an Internet-based system.  (OPEN Government Act of 2007, adding new FOIA § 552(a)(7))

d.
Requests in writing or oral
In many countries, information must be presented in writing in order for it to create a duty for a governmental agency to provide a response.  A best practice, however, occurs when a request does not have to be in writing.  In India, an illiterate person can ask for information orally and the request will be written down by a government official (Right to Information Act 2006, art. 6).  Similarly, the Oregon Public Records Act (2007, ORS § 192.440) does not require that a request be in writing.  Oral requests are accepted.  

e.
Costs
In Mexico, the fees required may not exceed the cost of the materials used to reproduce the information, in addition to the cost of sending it to the petitioner.  Similarly, U.S. FOIA provides that requesters of information must pay for costs associated with acquiring the information.  The fees include searching, reviewing, and duplicating costs and are usually charged at actual direct cost rates.  Charging the requesters helps agencies recoup their costs, especially since a majority of the FOIA requests are made by commercial entities.  However, individuals may request a fee waiver or reduced fees.  Fee waivers are provided when disclosure is in the public interest because it: (a) is likely to contribute significantly to public understanding of the operations or activities of the government; and (b) is not primarily in the commercial interest of the requester.  
The Aarhus Convention is vague about cost, which does little to ensure that costs will be kept reasonable. A Party to the convention may “allow its public authorities to make a charge for supplying information, but such charge shall not exceed a reasonable amount.”   Simply saying that charges should be “reasonable” is not enough to make it so.  In a case in the Aarhus Convention Compliance Committee brought by the Association for Environmental Justice about alleged noncompliance with the Aarhus Convention by Spain, the communicant alleged that by imposing a two-Euro per page fee on environmental information the government was not in compliance with Article 4, paragraph 8, and Article 6, paragraph 6, of the Convention. The case is currently pending.
4.
Remedies

a.
General rule


If an information request is rejected, delayed or inadequately answered, review by a court or independent body should be available.


b.
Independent Information Bodies
In several countries (including India, Korea, Canada, United Kingdom, and Mexico) an “Information Commissioner” has powers to order release of information, or to, in the very least, to criticize the public official for withholding information.  In Mexico, in the event of a denial, the petitioner may appeal the decision, first, to the administrative body and, beyond that, to the courts.
In Mexico, the Federal Institute of Access to Information (IFAI), an independent body, was specially created to deal with information requests. It has handled a remarkable number of requests since the passage of the law. Between June 2003 and June 2007, more than 218,000 information requests were filed. In 2006 alone, IFAI received 3,533 appeals, a 33% increase over 2005 (Bogado, et al. 2007).
In Jamaica, the NGO Jamaica Environmental Trust (JET) had filed 3 appeals under the Access to Information (ATI) Act against the decision of some governmental agencies to refuse to provide information. JET had sought prospecting maps of bauxite mining of Cockpit Country and a copy of an application form to establish a captive dolphin facility submitted to a regulatory authority. The appeals were heard last year and JET had not received the ATI Tribunal's decisions. JET was considering seeking a writ of mandamus to order the Tribunal to give decisions. JET finally received the decisions which ruled that JET is entitled to receive all the information. JET has established a precedent that it is entitled to receive applications for developments that in the past had been consistently denied. JET has indirectly established a right to information about developments at the early stage. “It has put a dent into the shroud of secrecy and confidentiality regarding mining operations in Jamaica” (Andrade 2008).”


c.
Appeal to the courts

Article 21 of the Constitution of Korea provides for freedom of speech and press. Even though Korea has access to information legislation and associated procedures, the Constitutional Court of the Republic of Korea ruled in the Forests Survey Inspection Request case (1989) that a person who is denied information could rely on the constitutional provision instead and sue in the Constitutional Court without following procedures in the legislation.


Under the U.S. FOIA, appeals of denials or complaints about extensive delays can be made internally to the agency concerned. The federal courts can review de novo (without giving any benefit of the doubt or deference to the public official withholding the information) and overturn agency decisions. The courts have heard thousands of cases in the 40 years since adoption of the Act.  If a suit is successful, the government must pay the fees of the attorney for the requester.  Some federal agencies have successfully evaded such a financial consequence by releasing information after a suit was filed and after substantial time expended by the attorney challenging the denial of information, but before the court could render a decision.  In response, new legislation provides that a federal agency must normally pay fees even in such circumstances.  (OPEN Government Act of 2007, amending § 552(a)(4)E))
In Ukraine, denial of access to such information or its concealment may be appealed to a court. This law is one of the strictest in the world because a violation “shall entail not only disciplinary, civil, and administrative liabilities, but also criminal prosecution” (Law of Ukraine on Information (1992, Art.47).  Criminal responsibility for concealment of information exists also in the Criminal Code of the Russian Federation.  It provides that if an official illegally refuses to submit documents and materials, or the submission is incomplete or deliberately falsified, and if these deeds have caused harm to the rights and legally-protected interests of individuals, it shall be punishable by a specified fine, or by deprivation of the right to hold specified offices, or to engage in specified activities for a term of two to five years (Criminal Code of the Russian Federation 1996, art. 140).  Despite the rare use of this criminal penalty, it sends an important message to officials regarding the promotion of transparency and access to information.

In Ukraine, the public interest environmental law organization Environment-People-Law has had several successful court cases on the denial of access to information.  In the case EPL v. the Accounting Chamber of Ukraine the Accounting Chamber had refused to disclose documents of the audit of the Danube-Black Sea canal construction project arguing that it is not subject to the freedom of information law of Ukraine.  The court ordered the Chamber to provide the requested information (EPL v. Environmental Ministry of Environment of Ukraine 2008). In the case EPL v. Environmental Ministry of Environment of Ukraine EPL requested the Ministry of the Environment to provide information on climate change activities under the Kyoto Protocol and the UN Framework Convention on Climate Change. The request was ignored by the Ministry. EPL filed a suit challenging the denial of information and also challenging the inaction of the Ministry concerning its obligation to disseminate information on its climate change activities, decisions and measures to the public (EPL v. Environmental Ministry of Environment of Ukraine 2008).  The case is pending.  
EPL has also used the authority and discretion of the General Prosecutor of Ukraine to enforce information laws by imposing sanctions on public authorities for not providing information upon request.  EPL has sent eleven complaints to the General Prosecutor’s office for government officials violating access to information laws. In nine cases, governmental officials were brought to administrative or disciplinary responsibility for the violation of environmental or access to information laws. 
d.
Independent inspection and decisionmaking by the courts and burden of proof
It is a best practice for the courts not to rely upon the word of a public authority that information fits within one of the narrow exemptions in legislation, but instead to reach an independent conclusion on the matter.  
(1)
Burden of proof
The U.S. FOIA (1966, § 552(a)(4)(B)) clearly places the burden of proof on a federal public authority that withholds information and is challenged in court by the requester.  As the U.S. Court of Appeals for the D.C. Circuit in the United States has said in Senate of Puerto Rico v. U.S. Dept. of Justice (1987):

We have repeatedly underscored, however, that the agency invoking a FOIA exemption bears the burden of “establish[ing] [its] right to withhold evidence from the public.” Coastal States [v. Department of Energy], 617 F.2d [854] at 861. We have simultaneously cautioned that “conclusory assertions of privilege will not suffice to carry” the agency's burden. Id.; see Mead Data Central, Inc. v. Dep't of the Air Force, 566 F.2d 242, 258 (D.C.Cir.1977) (government must show “by specific and detailed proof that disclosure would defeat, rather than further, the purposes of the FOIA”); see also Parke, Davis & Co. v. Califano, 623 F.2d 1, 6 (6th Cir.1980) (in light of the “overwhelming thrust of FOIA ... toward complete disclosure,” exemption 5 claims must be supported with “specificity and [in] detail”).
One method to help members of the public challenge a withholding in court is to require that the public authority provide a list of each document being withheld and specify which exemption in the law is claimed to be applicable for each document.  This approach, adopted by the U.S. Court of Appeals for the District of Columbia Circuit in a case titled Vaughn v. Rosen (1973), has led to a regular practice of plaintiffs demanding a “Vaughn index” when they go to court to overturn a withholding.  In December 2007 the U.S. Congress went further and amended the FOIA to require that any deletions from documents that are released to the public must contain a specific notation in place of the deleted words of the exemption that is being relied upon. (OPEN Government Act of 2007, amending § 552(b))
(3)
In camera inspection

Most access to information laws make courts, not public officials, the final arbiters of whether a public authority’s assertion of an exemption is legitimate or not.  It is a best practice to give the courts the authority to view (in closed circumstances) the documents being withheld.  U.S. FOIA allows exactly that (1966, §552(a)(4)(A)).  As the U.S. Court of Appeals for the District of Columbia Circuit said in a case involving a claim of a national security exemption, Zweibon v. Mitchell (1975):
Congress apparently concurs in the belief that judges are competent to analyze the substance of matters allegedly pertaining to the national security. This attitude was unambiguously expressed by the passage of Public Law No. 93- 502, 88 Stat. 1561 (1974), which amended the Freedom of Information Act, 5 U.S.C. § 552 (1970), to, inter alia, overrule the Supreme Court's decision in EPA v. Mink, 410 U.S. 73 (1973). In Mink the Court interpreted 5 U.S.C. § 552(b)(1), which exempted from the forced disclosure mandate of the Act those matters "specifically required by Executive order to be kept secret in the interest of the national defense or foreign policy," not to allow judicial review of Executive security classifications and not even to allow in camera inspection of a contested document bearing a security classification so that nonsecret matter could be separated from secret matter and ordered disclosed. Congress responded with amendments to Section 552 which altered Section 552(b)(1) to exempt from disclosure those documents which are:

(A) specifically authorized under criteria established by an Executive order to be kept secret in the interest of national defense or foreign policy and (B) are in fact properly classified pursuant to such Executive order. [Emphasis added.]

It also specified that when the question of discoverability of a document is placed in issue, "the court shall determine the matter de novo, and may examine the contents of such agency records in camera to determine whether such records or any part thereof shall be withheld.” 

  Conclusions and recommendations 
The Memo has outlined key problems related to access to information and has made recommendations on how they might be resolved.  The problems and associated best practices highlighted throughout this Memo include:

· Problem: Government requires demonstrating an interest as a condition for providing information.

· Best Practice: No statement of interest should be required. 

· Problem: Government rejects information requests without explanation.

· Best Practice: Rejections should be in writing with reasons stated.

· Problem: Government uses broad or arbitrary grounds for rejection of information requests.

· Best Practice: A list of permissible exemptions should be short, narrow, and specific. 

· Problem: Government asserts that EIA documentation is the property of a developer.

· Best Practice: EIA documentation should be considered to be public documents.
· Problem: Government claims that financial or commercial information is confidential even when it may impact the environment.

· Best Practice: Exemptions should not be allowed in the case of environmentally harmful activities or processes or emissions into the environment. 

· Problem: Government may charge money for information and sometimes information is expensive.

· Best Practice: Information should be given free of charge or at reasonable cost.
· Problem: Otherwise valid exemptions might result in withholding information that the public needs to protect its health or the environment.
· Best practice: If disclosure of information can prevent significant damage to health of people and the environment, it should not be kept confidential; a public interest override test shall apply. 

· Problem: Government uses exemptions to justify withholding even parts of documents that are not covered by exemptions.

· Best practice: If only part of the information in a document is confidential, the confidential part should be separated and the open part provided upon request. 

· Problem: Government delays in responding to, or fulfilling, requests for information.

· Best practice: Information should be given as soon as possible but not later than within one month.
* Professor, Director of the Oregon LL.M. Program in Environmental and Natural Resources Law, University of Oregon, President of public interest environmental law organization Environment-People-Law (EPL), Ukraine, Vice-Chair of the UN ECE Aarhus Convention Compliance Committee, Regional Governor of the International Council of Environmental Law.


� Access to information held by private entities is not analyzed extensively in this memorandum, although it is mentioned in a few specific contexts.


� This Memorandum focuses on so-called “passive” access to environmental information (the duty of the government to provide information upon request), not on active release and dissemination of information and publicity at the government’s own initiative.


� The author is serving a second term as Vice Chair of the Aarhus Convention Compliance Committee. She previously participated in negotiation of the Aarhus Convention and its ratification by EECCA (Eastern Europe, Caucasus and Central Asia) countries.  The Compliance Committee consists of nine independent experts elected by the Parties to help rectify cases of noncompliance.


� However, after the attack on the World Trade Center in the U.S. in September 2001, the White house ordered to remove much public information previously available from the World Wide Web  (Sammon 2002).


� The author participated in the Meeting of the Parties of the Aarhus Convention and observed this statement.  John Hontelez, Secretary General of the European Environmental Bureau, also confirmed this statement (his message is on file with author).


� Please see � HYPERLINK "http://www.sisi.org.mx" �www.sisi.org.mx� 
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